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WP1: Federated Identity
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WP1: The abstract vision (with a bit of WP2)
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WP1: slightly more concrete
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Underlying technology: SAML and Web-SSO
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Underlying technology: “Where Are You From?”
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Underlying technology: SAML and ECP
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The general case
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The demo: Globus Transfer Service
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Limitations → Future work

• X.509 certificate not generated

• No group membership

• Identity mapping done manually

• Add support for other protocols:

• HTTP


